
Achieving  Enterprise  Resiliency  
And 

Corporate Certification  
 

By 
 

Combining Recovery Operations  through a Common Recovery Language and Recovery 
Tools, while adhering to Domestic and International Compliance Standards 

Created by:  Thomas Bronack ©  Page:  1           Date:  8/10/2013 

Created by: 
 

Thomas Bronack, CBCP 
Bronackt@dcag.com  
Phone:  (718) 591 -5553  
Cell:  (917) 673 -6992  

Enterprise Resiliency combines all recovery operations into one 
discipline using a common language and tool set that is 
constructed via best practices guidelines. 
 

Site Infrastructure Management for primary and secondary 
locations to ensure infrastructure, sizing, and successful recovery 
(includes Asset, Inventory & Configuration Management). 
 

Corporate Certification guarantees that the company complies 
with all laws in the countries they do business in. 
 

Security, Salvage and Recovery protects your assets and repairs 
your damaged site in preparation for returning to normal 
production operations. 
 

Supply Chain Management to guaranty delivery of supplies and 
materials to the appropriate location. 

Combining disciplines  
will insure operations, 
improve efficiency, and 
reduce recovery times. 

Public Advocate will 
provide insurance 
review, recovery  
coordination, and 
claims processing. 

Helping Management  
eliminate business 
interruptions, achieve 
service and recovery 
objectives, and protect 
the company reputation. 

DCAG 
Service Offering 

mailto:Bronackt@dcag.com


Services 

Compliance Consulting Placement 

Project  
Management 

Risk 
Assessments 

Security 
(Physical / IT) 

Productivity 
Optimization 

Enterprise 
Resiliency 

 
ω Project  Definition  &  Scope, 
ω Goals  and  Objectives, 
ω Team  identification, 
ω Team  Assignment, 
ω Team  Training, 
ω Project  Plan Creation, 
ω Project  Management  & 
   Status  Reporting, 
ω Analysis  of Results, 
ω Improvements  and  Problem 
   Management  formulation,  
ω Conclusions, 
ω Recommendations, 
ω Management  Report, 
ω Management  Presentation, 
ω Lessons  Learned, 
ω Improvements  going  forward. 
   

We provide Consulting, Compliance, and 
Personnel Placement Services to assist clients 
achieve a safeguarded and efficient Business 
environment that adheres to domestic and 
international laws and regulations and able to 
recover business operations within time frame 
obligations. 

Overview of our Services 

 

Å COSO  Format, including: 

Å Internal Environment,  

Å Objective Setting, 

Å Event Identification, 

Å Risk Assessment, 

Å Risk Responses, 

Å Control Activities,  

Å Information  and 

  Communications,   

Å Monitoring  and  Reporting, 

Å Cost Benefit Analysis. 

Å Management  Report. 

Å Management  Presentation. 

Å Implementing Management 

  Recommendations and Direction. 

 

Å Physical Security, including: 

Å Workplace  Safety  & 

  Violence Prevention,  

Å Perimeter  and  Guards, 

Å Access  Controls, 

Å Surveillance & Reporting, 

Å Fire  Safety  Protection, 

ÅOSHA, OEM, NFPA 1600. 

Å IT Security, including:  

Å Data  Sensitivity, 

Å Encryption, 

Å Access  Controls, 

Å Vital  Records, 

Å Backup  &  Restoration. 

Å Data  Management  Tools, 

Å Mirror  and  Incremental  

  Data Backup / Recovery, 

Å ISO 27000 ISMS. 

      

 

Å Disaster  Recovery, 

Å Business Continuity, 

Å Emergency  Management, 

Å Enterprise  Resiliency  & 

  Corporate  Certification, 

Å Business  Impact  Analysis, 

Å Contingency  &  Emergency 

  Command  Center, 

Å Team  Selection, 

Å Team Training, 

Å Plan Building & Testing, 

Å Documentation, 

Å Training and Awareness, 

Å Support and Maintenance, 

Å Version & Release Management, 

Å Security, Salvage, and Restoration, 

Å Insurance and Claims Processing.      

 

Å Organizational  Structure, 

Å Systems & Workflow 

  Management, 

Å Forms  Management, 

Å Functional  Responsibilities, 

Å Job  Descriptions, 

Å Employee  Assistance 

  Programs (EAP), 

Å SLA / SLR / Contracts,  

Å Standards  &  Procedures, 

Å Personnel Training,  

Å Problem / Incident Management, 

Å Change / Enhance Management, 

Å Version and Release Management, 

Å Supply Chain Management, 

Å Protection / Salvage / Restoration 

   of failing site after disaster. 
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Services 

Compliance Consulting Placement 

Sarbanes Oxley 
Gramm Leach  

Bliley 
HIPAA EPA / Superfund The Patriot Act 

All Public Companies over 
$75 Million in Revenue: 
ω Sections 302, 404, and 409 
ω Risk Assessment 
ω Checks & Balances 
ω IT Security 
ω Systems Development  
  Life Cycle 
ω Systems Management 
ω Recovery 
ω Standards & Procedures 
ω Documentation & Training 
ω Support 
ω Maintenance 

All Financial Organizations 
That possess, process, or 
Transmit private customer  
data: 
ω Risk Assessment 
ω Responsible Employee 
  Selection 
ω IT Security 
ω hǾŜǊǎƛƎƘǘ ƻŦ ά{ŜǊǾƛŎŜ 
  tǊƻǾƛŘŜǊǎέ 
ω Testing and Monitoring 
ω Evaluation & Reporting to 
  management 
ω Standards & Procedures 

All Companies that possess, 
Process, or transmit Electronic 
Protected Health Information: 
ω Risk Assessment 
ω Standards & Procedures 
ω IT Security 
ω BCP and DR Planning  
ω Security Officer & BCP  
   Officer 
ω Documentation & Training 
ω Periodic Audits 
ω Agreement with Business 
  associates to adhere to policies 
ωOngoing Testing &  
  Maintenance 

Terrorism Act to protect 
Americans from attack: 
ω Risk Assessment 
ω Customer Screening  
   Procedures 
ω Customer Information  
   Program (CIP) 
ω Protecting Confidentiality, 
   while aiding investigations 
ω Foreign Intelligence  
   Investigations 
ω Money Laundering 
ω Standards & Procedures 
ω Documentation & Training 

Protecting the environment 
And cleaning up land fills: 
ω Risk Assessment 
ω Toxic Materials  
ω Protect Employees 
ω Protect people in area  
ω Waste Removal Procedures 
ω Standards & Procedures 
ω Documentation & Training 
ω Support & Maintenance 

Overview of our Compliance  Services (Part  2  of  2) 

We provide compliance services for all domestic and 
international laws and regulations in order to 
support Corporate Certification for all countries that 
the firm does business in.  Compliance also includes: 
Dodd-Frank, Basel II / III, and all OCC regulations and 
other new laws and regulations as enacted. 



Objectives to be achieved, include: 
Å Safeguarded and Optimized Information Technology Environment that complies 

with all national and international laws and regulations, as required; 

Å .ǳƛƭǘ ǳǇƻƴ ά.Ŝǎǘ tǊŀŎǘƛŎŜǎέ ǘƻ ƛƴǎǳǊŜ ōŜǎǘ ƻŦ ōǊŜŜŘ ǎǘŀƴŘŀǊŘǎΤ 

Å Integrated Systems Development Life Cycle (SDLC), Support and Maintenance 
procedures that reduce business outages and protect the company reputation; 

Å Systems Management and Controls integration to optimize performance; 

Å Fully Documented environment; 

Å Fully integrated environment, where the everyday functions performed by the 
staff maintains all documentation in adherence to standards and procedures; 

Å Fully trained staff with career path assistance to ensure loyalty and retention; 

Å Inclusion of clients via Service Level Agreements (SLA), Performance Key 
Indicators (PKI), or Service Contracts; and, 

Å Ability to respond to disaster situations within the client contracted recovery 
time objective (RTO). 
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Å Are you utilizing your recovery personnel to achieve  
maximum protection? 

Å Have you implemented a common recovery glossary of  
terms so that personnel speak the same language and  
can best communicate and respond to disaster events? 

Å Is your company utilizing a common recovery  
management toolset? 

Å Do you want to reduce disaster events, improve risk  
management, and insure fewer business interruptions  
through automated tools and procedures? 

Å Does your company adhere to regulatory requirements in the countries that you do business in? 
Å Can you monitor and report on security violations, both physical and data, to best protect personnel, 

control data access, eliminate data corruption, support failover /failback operations, and protect 
company locations against workplace violence? 

Å Are you protecting data by using access, backup, vaulting, and recovery procedures? 
Å Can you recover operations in accordance to contracted SLA/SLR and RTO/RPO? 
Å Is your supply chain able to continue to provide services and products if a disaster event occurs through 

SSAE 16 (Domestic), SSAE 3402 (World)? 
Å Do you coordinate recovery operations with the community and government agencies like OSHA, OEM, 

FEMA, Homeland Security, local First Responders, etc.? 
Å Do you have appropriate insurance against disaster events? 
Å Can you certify that applications can recover within High Availability (2 hours ς 72 hours) or Continuous 

Availability (immediate) guidelines? 
Å If not, this presentation will help you achieve the above goals and reduce your pain. 

Abstract ς Recovery Management is hard and demanding on management 
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Protecting your Environment 

Å Define your Business Goals and Procedures, including Information Technology; 
Å Formulate Organizational Structure and personnel Functional Responsibilities; 
Å Create Functional Responsibilities, Job Descriptions, and Career Path directions; 
Å Develop Standards and Procedures and other required documentation; 
Å Provide personnel Training and Awareness; 
Å Implement a Systems Development Life Cycle (SDLC); 
Å Define Support, Maintenance, and Recovery requirements and procedures; 
Å Implement methods for adhering to required Laws and Regulations, world-wide as needed; 
Å Define and support SLA / SLR and Client Contract requirements; 
Å Conduct periodic Risk Management and Audit Reviews; 
Å Respond to Gaps, Exceptions, and Obstacles impeding production / recovery objectives; 
Å Implement an Emergency Operations Center (EOC) organizational ǎǘǊǳŎǘǳǊŜ όά²ŀǊ wƻƻƳέύΤ 
Å Achieve Enterprise Resiliency and Corporate Certification to optimize recover and compliance 

requirements, both domestically and internationally; 
Å Utilize ƛƴŘǳǎǘǊȅ άBest Practicesέ ǘƻ ŀŎƘƛŜǾŜ Ǝƻŀƭǎ ŀƴŘ ƻōƧŜŎǘƛǾŜǎ ŀƴŘ ƎǳŀǊŀƴǘȅ ǊŜǎǳƭǘǎΤ 
Å Utilize Automated Tools and the latest technologies to support goals and objectives; 
Å Create Recovery Plans and procedures, while periodically testing and improving plans; 
Å Integrate Recovery Operations within the everyday functions performed by personnel so that 

recovery operations is synchronized with Version and Release Management; 
Å Communicate with government, local business community, and media when disasters occur; 
Å Achieve an efficient and compliant environment that best supports business objectives and 

protects / enhances the company reputation. 



Objective of our Offering             όάǇǊƻǘŜŎǘƛƴƎ ŀ /ƘƛŎƪ ƛƴ ŀƴ !ƭƭƛƎŀǘƻǊ bŜǎǘέύ 

Å Help management protect their business and  
reputation; 

Å Provide a single source to help fulfill / manage 
recovery and insurance needs; 

Å Review existing recovery and insurance profile; 

Å Review existing Workplace Safety and Violence Prevention procedures; 

Å Achieve corporate support for service delivery and recovery time objectives; 

Å¦ǎŜ ά.Ŝǎǘ tǊŀŎǘƛŎŜǎέ ǘƻ ŀŎƘƛŜǾŜ ŎƻƳǇƭƛŀƴŎŜ ŀƴŘ ǊŜŎƻǾŜǊȅ ƻǇŜǊŀǘƛƻƴǎΤ 

Å Help develop and implement recovery operations (all disciplines into one); 

Å Assist management achieve a safeguarded and compliant environment; 

Å Improve insurance profile to gain better financial protection; 

Å Integrate recovery operations within everyday functions performed by staff; and, 

Å Provide ongoing support and maintenance of recovery and insurance safeguards. 
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Business Continuity Management Disciplines and Integration  

Contingency 

Planning

Disaster 

Recovery

Risk 

Management

Business

Recovery

Charter:

Eliminate Business Interruptions;

Ensure Continuity of Business;

Minimize Financial Impact; and

Adhere to Legal / Regulatory 

Requirements

Information Technology 

Protection

Critical Jobs;

Data Sensitivity and Access 

Controls;

Vital Records Management;

Vaulting and Data Recovery;

Recovery Time Objectives;

Recovery Point Objectives; and

Mainframe, Mid-Range, and 

Servers.

Risk Management

Exposures (Gaps and 

Exceptions);

Insurance;

Legal / Regulatory 

Requirements;

Cost Justification; and

Vendor Agreements.

Corporate Asset 

Protection

Inventory Control

Asset Management

Configuration 

Management

Business Continuity; and

Office Recovery.

Contingency Recovery 

Disciplines

Contingency 

Recovery 

Planning

Facilities

Executive

Management

Personnel

General

Services

Public

Relations
Finance

Auditing

Company

Operations

Information

Technology

ñContingency Planning affects every part of the 

organization and is separated into logical work 

areas along lines of responsibilityò.

ñThese four Contingency Planning 

Disciplines allow for logical work 

separation and better controlsò

ñEstablishing interfaces with key 

departments will allow for the inclusion 

of corporate-wide recovery procedures 

(Security, Salvage, and Restoration, etc.) 

in department specific Recovery Plansò

Suppliers

Supply Chain safeguards

must be enforced to 

maintain supply delivery

and continued operations
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Enterprise Resiliency and Corporate Certification  

Enterprise Resiliency combines all recovery 
operations into one discipline using a common 
language and tool set. 
 
Corporate Certification guarantees that the 
company complies with all laws in the 
countries they do business in. 

Enterprise 
Resiliency 

Emergency Operation 
Center (EOC) 

Emergency 
Management 

Business 
Continuity 

Management 

Workplace 
Safety & Violence 

Prevention 

Risk & Crisis  
Management 

Physical and Data 
Security 

Corporate Certification 

Domestic 
Compliance 

International 
Compliance 

Security, Salvage, 
Restoration 

Processing Sites and  
Supply Chain Management 

Primary 
Site 

Secondary 
Site 

Insurance Needs 
and Claims 

Business Locations, IT Sites, and 
Supply Chain Management 

Supply 
Chain 
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 Lifecycle of a Disaster Event (Why we create Recovery Plans) 

Secondary Site 

Primary Site 

Primary Site 
 

Disaster Event: 
Å Event; 
Å Analyze; 
Å Declare; 
Å Failover. 

Primary Site 
 

Safeguard: 
Å Evacuate; 
Å Protect Site; 
Å First 

Responders. 

Primary Site 
 

Salvage: 
Å Clean 

Facility; 
Å Repair; 
Å Resupply. 

Primary Site 
 

Restoration: 
Å Restart; 
Å Test; 
Å Success; 
Å Failback. 

Primary Site 
 

Resume: 
Å Reload 

Data; 
Å Restart; 
Å Continue. 

Failover Production Recovery Processing 

Failback from Secondary Site after Restoration 

Failover 
Start Up 

Failback 
Shut Down 

High Availability 
(HA) is RTO / SLA 

based Switch 

Continuous 
Availability (CA) is 
immediate Switch 

Repair Primary Site to Resume Production via Failback 

CA HA 

Production Production 

ά¢ƘŜ Ǝƻŀƭ ƻŦ 9ƴǘŜǊǇǊƛǎŜ wŜǎƛƭƛŜƴŎȅ ƛǎ ǘƻ ŀŎƘƛŜǾŜ  ZERO DOWNTIME  by implementing  Application  Recovery Certification  for HA and 
Gold Standard Recovery Certification  ŦƻǊ /! !ǇǇƭƛŎŀǘƛƻƴǎέ 
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  People Involved with Recovery Planning and Operations 
άaŀƴȅ  ǇŜƻǇƭŜ  ŦǊƻƳ  ǾŀǊƛƻǳǎ  ŘŜǇŀǊǘƳŜƴǘǎ  ŎƻƴǘǊƛōǳǘŜ  ǘƻ  ǘƘŜ  tǊƻōƭŜƳ κ LƴŎƛŘŜƴǘ  wŜǎǇƻƴǎŜ  tƭŀƴƴƛƴƎ  ǇǊƻŎŜǎǎΤ  ŦǊƻƳ 
ƛƴƛǘƛŀƭ  ŎƻƳǇƭƛŀƴŎŜ  ŀƴŘ ǊŜŎƻǾŜǊȅ  ƛŘŜƴǘƛŦƛŎŀǘƛƻƴ  ǘƘǊƻǳƎƘ  ǊŜŎƻǾŜǊȅ  ǇƭŀƴƴƛƴƎΣ ŀƴŘ  wŜŎƻǾŜǊȅ  tƭŀƴ  ŜƴŀŎǘƳŜƴǘΦέ 

Problems & 
Incidents 

Help Desk 
Operations: 
 

Å NCC, ICC ,OCC 
Å Problem 

Resolvers 
Å Recovery Plan 

Directory 

Å Select 
Recovery Plan 
and Route to 
CCC 

Security & 
First 
Responders 

Salvage & 
Restoration 

Executive 
Management 

Emergency 
Operations 
Center 

Contingency 
Command 
Center 

Recovery Teams 

Primary Site 
Production 
Operations 

Failover Secondary 
Site Recovery  
Operations Failback 
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1. !ŎƘƛŜǾŜ ά9ƴǘŜǊǇǊƛǎŜ wŜǎƛƭƛŜƴŎŜέ to optimize recovery operations;  

2. Insure ά/ƻǊǇƻǊŀǘŜ /ŜǊǘƛŦƛŎŀǘƛƻƴέ in countries where you do business; 

3. Adhere to Service Level Agreements (SLA / SLR) and Client Contracts; 

4. Guaranty Data Security  and Recovery (RTO / RPO) objectives; 

5. Protect Personnel through Physical Security and a Workplace Safety; 

6. Utilize ά.Ŝǎǘ tǊŀŎǘƛŎŜǎέ to achieve goals; 

7. !ŎƘƛŜǾŜ άZero Downtimeέ ǘƘǊƻǳƎƘ ά/ŜǊǘƛŦƛŜŘ wŜŎƻǾŜǊȅέ via Failover / 
CŀƛƭōŀŎƪ  ŦƻǊ I! όIƛƎƘ !Ǿŀƛƭŀōƛƭƛǘȅύ ŀǇǇƭƛŎŀǘƛƻƴǎ ŀƴŘ CƭƛǇ κ CƭƻǇ ŦƻǊ άGold 
{ǘŀƴŘŀǊŘ /ŜǊǘƛŦƛŎŀǘƛƻƴέ of CA (Continuous Availability) applications; 

8. Integrate Enterprise Resiliency and Corporate Certification World-Wide; 

9. Update Documentation and adhere to Version and Release Management;  

10.Provide educational awareness and training programs; and, 

11.Provide ongoing Support and Maintenance going forward. 

Charter and Mission Statement 
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Goals and Objectives: 
 
    Protecting the Business  
 
 
 
 
 
 
 
     
    Protecting Information Technology 
 

Eliminate / Reduce Business 

Interruption 

Insure Continuity of Business by 

certifying application recovery 

Conduct Risk Management and 

Insurance Protection reviews 

Provide Personnel Protections 

(HRM, Safe Workplace, and 

Employee Assistance Programs) 

Vendors - Supply Chain 

Management & Control 

 (ISO 24672 / ISO 27031) 

Protect Clients (Products / 

Services) via adherence to SLA / 

SLR guidelines 

Locations / Infrastructure Community / Business / Personnel Lines of Business 

Physical / Data Security Compliance Recovery Management 

Optimized Operations Insurance Reputation 

Build IT Location (Safe Site, 

HVAC, Water, Electrical, Raised 

Floor, etc.) 

Asset Management (Asset 

Acquisition, Redeployment, and 

Termination) 

Configuration Management / 

Version and Release Management 

Use Best Practices like CERT / 

COSO, CobIT, ITIL.v3 

Mainframe, Mid-Range, Client / 

Server, and PC safeguards 

Communications (Local, LAN, 

WAN, Internet, cloud) 

System Development Life Cycle 

(SDLC) optimization 

Products and Service Support 

Development, Enhancement 

Support and Maintenance for 

problems and enhancements 

Data Management (Dedupe/ 

VTL / Snapshots / CDP) 

Information Security Management 

System via ISO27000 

Data Sensitivity and Access 

Controls (Applid / Userid / Pswd) 

Vaulting, Backup, and Recovery Disk / File copy retrieve utilities RTO, RPO, RTC 
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ÅDefine Risk Management and Business Impact Analysis Process; 

ÅDefine Legal and Regulatory Requirements; 

ÅDetermine Compliance Requirements; 

ÅPerform a Risk Assessment to uncover Obstacles, Gaps, and Exceptions; 

ÅDefine Mitigations / Mediations; 

ÅCalculate cost to Mitigate / Mediate and prioritize responses; 

ÅReview Vendor Agreements and possible Supply Chain interruptions; 

ÅObtain Insurance Quotes and select appropriate insurance protection; 

Å Integrate within the everyday functions performed by personnel;  

Å/ǊŜŀǘŜ άCrisis Response Plansέ ǘƻ ǊŜǎǇƻƴŘ ǘƻ {ǇŜŎƛŦƛŎ wƛǎƪǎΤ 

ÅDevelop documentation, awareness, and training materials; and 

ÅProvide Support and Maintenance going forward. 

Risk  Management,  Objectives  and  Process 
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ÅFormulate Recovery Management Business Plan and obtain strong Management 
Support to implement and maintain the recovery management process;  

ÅIdentify Stakeholders and Participants, form teams and orientate personnel; 

ÅDevelop a Project Plan, with resources, delivery dates, costs, and reporting; 

ÅDefine Recovery Organization Structure and Job Functions; 

ÅImplement Recovery Document Library Management; 

ÅIdentify and Train Recovery Management Coordinators from Business Units; 

ÅDevelop a Common Recovery Management Language; 

ÅSelect automated Recovery Management Tools; 

ÅProvide documentation, training, and awareness on recovery plans; 

ÅCreate, Test, Certify, and Implement Recovery Plans; 

ÅIntegrate Recovery Management, fully document, and Train Staff; and, 

ÅSupport and Maintain Recovery Management going forward. 

Establishing  the  Recovery  Management  process 
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Achieving  Enterprise  Resiliency  and  Corporate  Certification  

1. Review existing Security and Recovery Management Operations; 

2. Define Domestic and International Compliance Requirements; 

3. Evaluate Command Centers and their Recovery Operations; 

4. 5ŜŦƛƴŜ /ƻƳǇŀƴȅ [ƛƴŜǎ ƻŦ .ǳǎƛƴŜǎǎ ό[h.ΩǎύΤ 

5. Determine Integration Requirements; 

6. Create Business and  Implementation Plan;  

7. Document Process and provide Training;   

8. Integrate through Job Descriptions and Workflow Procedures; and, 

9. Provide ongoing Support and Maintenance. 



Asset & 

Inventory  

Management 

Configuration 

Management 

Capacity 

Management 

Performance 

Management 

Business  

Contingency  

Management 

Service  Level 

Management 

Security 

Management 
(IT, Data, Physical) 

Vital  Records 

Management 

Production 

Acceptance 

Production 

Operations 

Change 

Management 

Problem  

Management 

Systems  Management  

and  Controls  (SMC)  

Application 

Development 

(SDLC) 

Application 

Maintenance 

Application 

Testing 

Quality 

Assurance 

Data  Processing 

Environment 

Systems  Management  Organization 

Business 

Recovery 
Risk 

Management 

Disaster 

Management 

Incident  

Management 
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Systems Development 

Life Cycle (SDLC) 

Resource Management 

Recovery Management Support  

Management 

Network 

Management 
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  Foundation consist of:

Enterprise Resiliency;
Risks and Compliance issues;
Corporate Certification Guidelines;
Best Practices;
Available Tools; and
Certification Firm.

Workplace Violence Prevention

Threats;
Predators;
Violent Events; and
Employee Assistance Programs.

Best Practices consist of:

COSO /  CobIT /  ITIL;
ISO 27000; and
FFIEC, etc.

Enterprise Resiliency consist of:

Emergency Management;

Business Continuity Management;

Workplace Violence Prevention;

Workflow Management;

Functional Responsibilities;

Job Descriptions; and

Standards and Procedures.

    
 Corporate Cer t i fication consist of:

BS 25999 /  ISO 22301;
Private Sector Preparedness Act;
CERT Enterprise RMM Framework; and
NFPA 1600.

Physical Secur i ty 
and 

Access Controls

            Global Standards include:

ISO 22300 ɀ Global Standard;
NYSE 446;
SS 540 (Singapore);
ANZ 5050 (Australia)
BC Guidelines (Japan); and more.

House of Enterpr ise Resi l ience

Enterprise Resiliency must be built upon a Solid Foundation 
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-confidential- 

Building Your Team & Capabilities 

Staff / Management Awareness & Training 

Training Matrix & Master Plan Short Training Sessions Workshops / Awareness Sessions 

Organizational Roles 

Incorporate R&R into JDôs Defining Roles & Responsibilities Defining the Committees & Teams 

Continual Improvement 
 

Testing & Review 

Update 

Review 

Testing 

Implementation 
 Emergency Response 

Damage 
Assessment 

Life & Safety 

Crisis Mgmt 

Plan Development 

Procedure Development 

Checklist Development 

Contact Information 

Escalation & 
Notification 

Disaster Declaration 

Data & Record 
Recovery 

Understanding Your Business 

Requirements & Strategy 

Policies Business Impact 

Risk Assessment 

Continuity 
Strategies 

Initiation 

Program Management 

Project Statement 

Timeline 

Maturity  Assessment 

Preventive 
Measures 

Assurance 

DEFINE OVERALL   
IMPLEMENTATION   

APPROACH 


